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Abstract of the contribution: This contribution proposes some updates on combined establishment procedure and recommend to use only Combined establishment procedure.
1. Discussion
In last meeting it was agreed that 
2.
A MA-PDU session is established with the Separate Establishment procedure, as specified in clause 6.2.3.1, or, with the Combined Establishment procedure, as specified in clause 6.2.3.2.

Editor's note:
It is FFS whether only one establishment procedure (Separate or Combined) or both will be supported.
The main concern on the Combined establishment procedure is that this solution does not apply when the UE is registered via 3GPP access and non 3GPP access in different PLMN. However this depend on where is the SMF located. 

[image: image1.emf]SMF+UPF SMF+UPF

AMF

V-SMF+UPF

AMF

N3IWF NG-RAN

UE

PDU 

Session 2

V PLMN H PLMN

PDU 

Session 1


In the above figure, for PDU Session 1, where the SMF is located in the V-PLMN(local breakout traffic). It is true if the UE is registered via non 3GPP access in HPLMN, the PDU Session 1 cannot be established as MA-PDU Session by using Combined Establishment procedure. However, the Separate Establishment procedure also cannot be used to establish second child PDU session in non 3GPP access. Therefore this is the same situation for both procedures.
For PDU Session 2, where the SMF is located in the H-PLMN(home routed traffic). The UE can use the Separated establishment procedure to establish the second child PDU session. For the Combined establishment procedure, if the UE is registered in HPLMN via non 3GPP access and SMF is notified, the SMF can make decision whether the second user plane path can be established via non 3GPP access or not. Therefore the Combined establishment procedure can also be used here.

Observation 1: When the UE is registered via 3GPP access and non 3GPP access in different PLMN, and if the PDU session is local breakout, the Separated establishment procedure cannot be used to establish the child PDU session
Observation 2: When the UE is registered via 3GPP access and non 3GPP access in different PLMN, and if the PDU session is home routed, the Combined Establishment procedure can also be used to establish the second user plane path via non 3GPP access.

The main difference between the Separate Establishment procedure and Combined Establishment procedure is which entity triggers the second user plane path establishment. In Separated Establishment procedure, it is the UE to trigger the establishment while in the Combined Establishment procedure, it is the SMF to trigger the establishment.
As mentioned above when the UE is registered via 3GPP access and non 3GPP access in different PLMN, the second user plane path can be established only for PDU Session with home routed traffic. The UE is not aware whether the PDU Session is home routed or not. Therefore it is not proper for the UE to trigger the establishment of second user plane path.
Comparing with the Separate Establishment procedure, the key advantage of the Combined Establishment procedure is less signalling over the air interface, less signalling over network interfaces, as well as fewer procedures in the UE and, thus, less battery consumption.
Therefore we propose to go with Combined Establishment procedure with some modification which allows the second user plane path establishment after the PDU session has been established with one user plane path.

Proposal 1: Combined Establishment procedure is updated to allow the second user plane path establishment after the PDU session has been established with one user plane path.

Proposal 2: Conclude to use single Combined Establishment procedure to establish the MA-PDU Session.
2. Proposal

Observation 1: When the UE is registered via 3GPP access and non 3GPP access in different PLMN, and if the PDU session is local breakout, the Separated establishment procedure cannot be used to establish the child PDU session
Observation 2: When the UE is registered via 3GPP access and non 3GPP access in different PLMN, and if the PDU session is home routed, the Combined Establishment procedure can also be used to establish the second user plane path via non 3GPP access.

Proposal 1: Combined Establishment procedure is updated to allow the second user plane path establishment after the PDU session has been established with one user plane path.

Proposal 2: Conclude to use single Combined Establishment procedure to establish the MA-PDU Session.
It is proposed to agree the following update in TR 23. 793
* * * Start of Changes * * * 

6.2.3.2
Combined Establishment

In this case, the two child PDU sessions are established in parallel with a single procedure called "UE Requested MA-PDU session establishment" procedure. This is useful when the UE decides to establish an MA-PDU session while it is already registered to 5GC via both accesses in the same PLMN. If a UE is registered to different PLMNs over 3GPP and non-3GPP accesses, for the PDU session with home routed traffic, the SMF may also use this procedure to establish the second user plane path after the UE is registered in the second access..

Instead of the UE initiating two separate PDU session establishment procedures, the UE initiates one MA-PDU session establishment procedure which results in the establishment of two child user plan paths, or the second user plane path can be established after the PDU session is established and UE is registered in the second access. The key advantage of the MA-PDU session establishment (versus the separate establishment of two PDU sessions) is less signalling over the air interface, less signalling over network interfaces, as well as fewer procedures in the UE and, thus, less battery consumption.

Editor's note:
The advantages of the combined establishment versus the separate establishment should be further analyzed, considering also failure scenarios.

The figure below shows a high-level procedure of the combined establishment, i.e. it shows a "UE Requested MA-PDU session establishment" procedure. This procedure can be applied regardless the UE is registered via two accesses in same PLMN or in different PLMNs.
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Figure 6.2.3.2-1: Overview of the UE Requested MA-PDU Session Establishment (Combined Establishment)
0.
The UE is Registered via 3GPP access. The UE may be also registered via non-3GPP access in the same PLMN or in a different PLMN. The UE receives the allowed NSSAIs per access over the two accesses. In case of same PLMN these allowed NSSAI may overlap (i.e. there is at least one S-NSSAI allowed on both accesses).

1.
The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6], clause 4.3.2.2, and sends a NAS UL Transport message that includes a single PDU Session ID, Request Type = "initial request", a MA-PDU Request indication and a PDU Session Establishment Request. The MA-PDU Request indication and the Request Type = "initial request", indicates that this PDU Session Establishment Request is to establish a Multi-Access PDU Session using a Combined Establishment procedure. If the UE requests an S-NSSAI, it shall request an S-NSSAI that is allowed on  3GPP access.
2.
The AMF selects an SMF and sends to SMF an Nsmf_PDUSession_CreateSMContext Request. If the AMF received the MA-PDU Request indication and it supports MA-PDU sessions, it includes the MA-PDU Request indication in the Nsmf_PDUSession_CreateSMContext Request message sent to the SMF.

If the AMF receives an initial request message with MA-PDU Request flag but the UE is registered via only one access, or the requested S-NSSAI is not allowed on both accesses,  the AMF rejects the UE request.

3.
The SMF registers with the UDM .

4.
If needed, the secondary authorization/authentication procedure takes place, as specified in TS 23.502, clause 4.3.2.3.

5.
If dynamic PCC is deployed, the UE sent the MA-PDU Request indication, and both the AMF and the SMF support MA-PDU sessions, then the SMF sends an MA-PDU Request indication and associated access information to PCF in the SM Policy Control Create message. The PCF decides whether the MA-PDU session is allowed or not based on operator policy and subscription.

The SMF receives from PCF PCC rules (including the default QoS and the AMBR for each access) for the MA-PDU session. The PCC rules may include rules for traffic steering and QoS rules for 3GPP access and non-3GPP access . Based on the received rules for traffic steering, the SMF derives ATSSS rules for the UE that indicate how uplink traffic of  the MA-PDU session should be routed across the two accesses. Different QoS flows may be assigned to the different accesses of the MA-PDU session.
6-9.
The user-plane over 3GPP access is established.

-
In step 7 if the SMF indicates to AMF that the transfer of N1/N2 information should take place over 3GPP access. The SMF include MA-PDU Supported indication to the N1N2 Message Transfer request to indicate that the MA-PDU session is established successfully. In this step the SMF also subscribe the notification when the UE is registered in non 3GPP access.
-
In step 8 the normal steps of an N2 PDU session establishment over 3GPP access are carried out. The UE receives a PDU Session Establishment Accept, the PDU Session ID, and the MA-PDU Supported indication. The UE determines that the MA-PDU session is established successfully when it receives the MA-PDU Capability flag and user-plane resources on both accesses have been established.
-
In addition, in step 8 the UE may receive the ATSSS rules derived by SMF that indicate how uplink traffic should be routed across the two accesses.
10-15.
The user-plane over untrusted non-3GPP access is established.

· In step 10, if the UE is not registered in step 1, the UE may register via untrusted non 3GPP access in the same PLMN or in different PLMN. In case of different PLMN the AMF retrieves UE context from UDM containing the SMF information. 
· In step 11, If the S-NSSAI of the PDU Session is allowed in untrusted non-3GPP access, the AMF notifies the SMF that the UE is registered in untrusted non 3GPP access. 
· In step 12 the SMF decides to establish the user plane over untrusted non 3GPP access. The SMF provides the Packet Detection rules to UPF. These rules indicate how the downlink traffic of the MA-PDU session should be routed across the two accesses. The Packet Detection rules are derived based on the PCC rules for traffic steering provided by PCF
-
In step 13 the SMF indicates to AMF that the transfer of N1/N2 information should take place over non-3GPP access.

-
In step 14 the normal steps of an N2 PDU session establishment over untrusted non-3GPP access are carried out. After the user plane path is established over untrusted non-3GPP access, the UE start to use ATSSS rules received in step 8 for uplink traffic routing.





* * * Next of Changes * * * 

7
Conclusions

The ATSSS solution in Rel-16 shall be based on the following principles:

Editor's note:
These principles below do not specify a complete ATSSS solution for Rel-16, but they provide the guidelines, which the complete solution should be based on. It is FFS how these principles can be amended or modified.

Support of MA-PDU sessions

1.
The solution shall support ATSSS with a Multi-Access PDU (MA-PDU) session, i.e. ATSSS procedures shall be applied after a MA-PDU session is established.

Editor's note:
If and how ATSSS can be applied without a MA-PDU session is FFS.

2.
A MA-PDU session is established with the Combined Establishment procedure, as specified in clause 6.2.3.2.


3.
When the UE sends a NAS message to request a single-access PDU session and the UE supports MA-PDU sessions, the UE includes an "MA-PDU capability" indication in the NAS message. This indication may be used by the network to establish a multi-access PDU session, instead of the requested single-access PDU session, as specified in clause 6.2.4.
Policy for Multi-Access QoS Control

Editor's note:
The PCC rules created by PCF for QoS control in a MA-PDU session are FFS.

Policy for ATSSS Control

4.
During the establishment of a MA-PDU session, the PCF may create PCC rules for the MA-PDU session. These rules specify how specific service data flows (SDFs) should be routed across the 3GPP and non-3GPP accesses.

Editor's note:
The PCC rules created by PCF for ATSSS control in a MA-PDU session are FFS.
5.
The SMF maps the PCC rules into (a) ATSSS rules which are sent to UE via the AMF, and (b) Packet Detection Rules which are sent to UPF. The ATSSS rules are used by the UE for uplink traffic steering and the Packet Detection Rules are used by the UPF for downlink traffic steering.

6.
The ATSSS rules are sent to UE with a NAS message when the MA-PDU session is created or when they are updated by SMF/PCF. Similarly, the Packet Detection Rules are sent to UPF when the MA-PDU session is created or when they are updated by SMF/PCF.

7.
An ATSSS rule includes the following:

a)
A Precedence value, which identifies the priority of this ATSSS rule with respect to other ATSSS rules.
b)
A Traffic Descriptor, which identifies a service data flow (SDF). It may include e.g. an Application ID, IP descriptors, non-IP descriptors, etc.

c)
A Steering Mode, which identifies how the matching SDF should be steered across 3GPP and non-3GPP accesses. The following Steering Modes will be supported:

-
Active-Standby: It is used to steer a SDF on one access (the Active access), when this access is available, and to switch the SDF to the other access (the Standby access), when Active access becomes unavailable. When the Active access becomes available again, the SDF is switched back to this access. If the Standby access is not defined, then the SDF is only allowed on the Active access and cannot be transferred on another access.

-
Smallest Delay: It is used to steer a SDF to the access that is determined to have the smallest Round-Trip Time (RTT). As defined below, measurements may be conducted to determine the RTT over 3GPP access and over non-3GPP access.

-
Load-Balancing: It is used to split a SDF across both accesses. With a 50/50 load-balancing, the SDF traffic is equally split across the two accesses. With an 80/20 load-balancing, about 80% of the SDF traffic is sent on one access and 20% on the other access.

d)
A Steering Function, which identifies whether the MPTCP or the ATSSS function shown in Fig. 7-1 should be used to steer the traffic of the matching SDF. This is useful in case the UE supports multiple functions for traffic steering.

Editor's note:
It is FFS (a) if additional steering modes are needed, and (b) if the structure of the ATSSS rule needs to be modified. The details of the Steering Function are also FFS.

8.
As an example, the following ATSSS rules could be provided to UE:

a)
"Traffic Descriptor: UDP, DestAddr 1.2.3.4", "Steering Mode: Active-Standby, Active=3GPP, Standby=non-3GPP"

-
This means "steer UDP traffic with destination IP address 1.2.3.4 to the active access (3GPP), if available. If the active access is not available, use the standby access (non-3GPP)".

b)
"Traffic Descriptor: TCP, DestPort 8080", "Steering Mode: Smallest Delay"

-
This means "steer TCP traffic with destination port 8080 to the access with the smallest delay". The UE needs to occasionally measure the RTT over both accesses, in order to determine which access has the smallest delay.

c)
"Traffic Descriptor: Application-1", "Steering Mode: Load-Balancing, 3GPP=20%, non-3GPP=80%", "Steering Function: MPTCP"

-
This means "send 20% of the traffic of Application-1 to 3GPP access and 80% to non-3GPP access by using MPTCP".

Support of Measurements

9.
It shall be possible for the UE and the network to measure the RTT over both accesses. Such measurements may be required only under certain conditions, e.g. only when the UE has a valid ATSSS rule using a "Smallest Delay" steering mode.

10.
Measurements between the UE and the network take place over the user-plane.
Editor's note:
It is FFS if the network can provide measurement policy to UE to assist the UE in taking measurements. It is also FFS if additional measurements (other than RTT) are needed.

Support of MPTCP

11.
The solution will support MPTCP as follows:

a)
During the MA-PDU session establishment, if the UE wants to use MPTCP for traffic steering, the UE provides an "MPTCP Request" indication.

b)
If the network agrees to enable MPTCP for the MA-PDU session then:

i)
The network allocates two IP addresses for the MA-PDU session. This is required, otherwise MPTCP cannot be used. As specified in RFC 6824, "... there must be multiple addresses at least at one endpoint, for MPTCP to be used".
Editor's note:
Whether the two IP addresses are allocated to UE or to the MPTCP proxy is FFS.

ii)
The network may send MPTCP proxy information to UE, e.g. the IP address(es), port and type (SOCKS5 [9] or TCP Convert Protocol, TS 38.215 [11]) of the MPTCP proxy.

iii)
The network may indicate to UE the list of applications for which MPTCP should be applied.

Editor's note:
It is FFS how the above list of applications can be provided to the UE.   It is also FFS whether the MPTCP proxy information must be provided to UE, and/or whether a transparent MPTCP proxy can be used.

12. Within the same MA-PDU session, if MPTCP is enabled, it is possible to steer the MPTCP flows by using the MPTCP protocol (the MPTCP function) and, simultaneously, to steer all other flows by using a lower-layer steering functionality, called the "ATSSS function". This is schematically illustrated in Fig. 7-1, which shows an example UE model with an MPTCP function and an ATSSS function. The MPTCP flows is the traffic of the applications for which MPTCP can be applied (see bullet 11.b.iii). Note that in Fig. 7-1, the MPTCP traffic goes through the MA-PDU session but is not handled by the ATSSS function.

13.
The same set of ATSSS rules is applied for steering decisions by the MPTCP function and by the ATSSS function.
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Figure 7-1: An example of a UE supporting the MPTCP function and by the ATSSS function
* * * End of Changes * * * 
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